
Fostering cybersecurity collaboration is critical 

given the danger of cyber threats  

• Singapore as a  
networked 
society 

• High internet 
penetration 
and robust 
infrastructure 

• Borderless 
nature of 
cyber threats 

 

 



Adopting a whole-of government approach to 

cybersecurity 

• MINDEF’s efforts complement 
national-level initiatives 

• Range of agencies responsible 
for different areas of 
cybersecurity 

• Ensures coordinated and 
comprehensive approach to 
defend against cyber threats 

 

 

 



Working with other stakeholders in the region 

and in the world 

• Singapore Computer Emergency Response Team (SingCERT) was set up 

in Oct 1997 

• Promotes collaboration among the CERTs in ASEAN 

• Helps to plans and execute the ASEAN CERT Incident Drill (ACID) 



Collaborating with like-minded global partners 

• INTERPOL Global 
Complex for 
Innovation in 
Singapore to be 
opened in 2014 
– Facilitates cyber 

research and 
innovation 

– Provides 
cybersecurity 
training  

– Houses the INTERPOL 
Digital Crime Centre  

– Promotes 
international 
collaboration in 
cybersecurity 

 

 



Partnering with private firms and companies to 

tap on different areas of expertise 

• Symantec Security Response Center launched in Aug 2012 

• Brings ASEAN into the Symantec Global Intelligence Network 

• Strengthens regional coverage to monitor the changing cyber threat 
landscape 

 



Organising conferences and dialogues to promote 

information exchange and discussions 



Other public-private initiatives aim to raise 

public awareness on cybersecurity 

Cyber Security Awareness Alliance 



Public education is also an important component 

of Singapore’s cybersecurity strategy 

• Cyber attacks 
can cross 
borders from 
public sources 

• Public education 
helps to prevent 
spread of cyber 
attacks 

• Efforts 
implemented  to 
raise 
cybersecurity 
awareness  

 

 


